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        Preliminary Investigation
Introduction:

· As we know now-a-days people are very connected to electronic devices mainly computer, mobile phones, tablets etc. we all store our data in these devices. To secure all these to data we have create a folder and those folders should be kept in encrypted form for this we have create an android app that is called as safe folder app. 
· These files should be kept in encrypted form so that the no one steal our data. So, google is adding a new feature to secure these files by google app for android users to let users to lock and hide private files in an encrypted file. To hide these files and keep it privately we need that kind of feature. 
· Even we have to hide our files with our family members we just need the app. Safe folder is a very new feature to hide the popular files by google management app, this lets users to clear the space as well as find, share files and backup to the cloud.
·  In recent times most of the users are facing the problem for providing the security to the folder, so that it will not be steal or accessed by the user who is unauthorised. The folder can be corrupted by the virus which will destroy our important documents. Noticing all these problems we have to design the android app to can save our files and important documents using passwords.
·  These passwords are alphanumeric passwords and using for private protection. Security is must in all the aspects. To secure files and folder is very important. These files should be kept in encrypted form so that the no one steal our data. So, google is adding a new feature to secure these files by google app for android users to let users to lock and hide private files in an encrypted file. To hide these files and keep it privately we need that kind of feature. 
· These protections are needed because of the increasing threat to the computer system and the information they store which is needed to be protected. When we protect our data, we need authentication. Authentication means that it is prove that the user claim of their identity to the identifier.
·  The passwords should be very strong. To authenticate there are techniques used knowledge based, token based, and biometric. The password is a text or string or we can say secret word which is only known the user for the authentication to identify that the user should get access to the resource.
·  The password should contain string, special character and also numbers so that the attacker can’t get the authentication. It will be easier for attacker to guess the password. 
· Safe folder is a very new feature to hide the popular files by google management app, this lets users to clear the space as well as find, share files and backup to the cloud. In recent times most of the users are facing the problem for providing the security to the folder, so that it will not be steal or accessed by the user who is unauthorised.


What is safe Folder app:

· It is an android application which stores the documents, photos and videos safely in that folder with the password security. This application is very safe for the user to keep their files safe and secured. It also has authentication. Safe folder is a very new feature to hide the popular files by google management app, this lets users to clear the space as well as find, share files and backup to the cloud. In recent times most of the users are facing the problem for providing the security to the folder, so that it will not be steal or accessed by the user who is unauthorised. 

· There are three modules in this they are Folder list, manage folder, manage photos and password protection. Folder list contains all the added folder. Manage photos is it manages the photos by adding photos to the folder, deleting the photos and renaming the names of the folder. Password protection is the third module it contains the authentication which is used to authenticate the personal folder. These files should be kept in encrypted form so that the no one steal our data. So, google is adding a new feature to secure these files by google app for android users to let users to lock and hide private files in an encrypted file.
· This app secures the important very safely. It doesn’t need the internet connection. 


Definition of terms: 
Encryption:  It is the term used to secure the data in encrypted form so that no one can steal their data. It is the process of encoding messages or any information in such a way that only the user or authorized parties can read or understand it. 
Decryption: It is the term used to decode the data which is in the form of encrypted form. It is the process of decoding the data that has been in the form of encrypted form or in the secret format. Decryption requires a password to unlock it. 
Lock: It is the device that is used to secure the data of importance. 
A password: It is a string of characters that is used to authenticate the user to prove the identity of the user. Help of this password we can get access to a resource.
Authentication: It is the process in which the credentials are compared to those on a database of the authorized user within an authentication server.
Validation: It is a term that is used to validate if the user’s identity matches the needs of the users. Validation is act of confirming the identity.







  Features of the Project:  

· IT contains folder list, manage photos and password protection.

· It secures data and protect the documents.

· Use in android operating system.

· If you forget your pin you have to change your password. 

·  When you reset your safe folder, you will lose all your files that is stored in the safe folder app.

· The user can manage the folder and can rename the folder name. 

· It can also store photos, files and documents. 















System Requirement Specification:

1. Aim.
2. Scope.
3. Functional Requirement.
4. System Requirement. 


1. Aim:  Aim of this project is to build an android app which secure the data in safe folder with password authentication. Data and files are stored in this application. 

2. Scope: scope of this project is to keep the files and folders protected so that no one should steal their information. This application is very safe for the user to keep their files safe and secured. It also has authentication. Safe folder is a very new feature to hide the popular files by google management app, this lets users to clear the space as well as find, share files and backup to the cloud. To secure files and folder is very important. These files should be kept in encrypted form so that the no one steal our data. So, google is adding a new feature to secure these files by google app for android users to let users to lock and hide private files in an encrypted file. To hide these files and keep it privately we need that kind of feature. These protections are needed because of the increasing threat to the computer system and the information they store which is needed to be protected. 


3. Functional Requirement:  
· After detailing about the project, we come know the function that are used in application are managing the photos.

· We can delete the files, protect the files with password protection. 

· We can share files and backup the files in the cloud. 

· We can restore the data which are already backed up and if we lost the password then we have the option of forget password.  






4. System Requirement: 
     Hardware requirement
· processor speed - 1.5Gz
· RAM – 6 GB

      

Problem Statement: 
The aim of this project is to design a system where the user can store their files in this app with password protection. The password should be of alphanumeric in pattern. Safe folder app stores the files we should put the lock on the files. So that no unknown user can use the files. There are three modules in this they are Folder list, manage folder, manage photos and password protection. Folder list contains all the added folder. Manage photos is it manages the photos by adding photos to the folder, deleting the photos and renaming the names of the folder. Password protection is the third module it contains the authentication which is used to authenticate the personal folder. These files should be kept in encrypted form so that the no one steal our data. So, google is adding a new feature to secure these files by google app for android users to let users to lock and hide private files in an encrypted file. To hide these files and keep it privately we need that kind of feature. These protections are needed because of the increasing threat to the computer system and the information they store which is needed to be protected. These protections are needed because of the increasing threat to the computer system and the information they store which is needed to be protected. When we protect our data, we need authentication. Authentication means that it is prove that the user claim of their identity to the identifier.



   









Feasibility Study
 Feasibility study is an appraisal of the reasonableness of a proposed task or framework. A Feasibility study expects to dispassionately and normally reveal the qualities and shortcomings of a current business or proposed adventure, openings and dangers present in nature, the assets required to help through, and at last the possibilities for progress. In its easiest terms, the two criteria to pass judgment on practicality are cost required and incentive to be achieved.

A practically study assesses the tasks potential for progress; consequently, saw objectivity is a significant factor in the validity of the examination for potential financial specialists and loaning foundations. It should in this manner be led with a target, fair-minded way to deal with given data whereupon choices can be based. 



There are certain factors of feasibility study such as: -
1. Economic Feasibility. 
2. Technical Feasibility.
3. Operational Feasibility.
            


















Economic Feasibility:  
In case of a new project, financial aspect of a project can be judged on the following parameters:


· Total Estimated cost of the project.

· Financing of the project in terms of its capital structure, dept to equity ratio.
· Existing investment by the promoter in any other business.

· Projected cash flow and profitability.
          

  Cost of Proposed System
       The cost of proposed system is approximately Rs. 10,000 excluding the cost of hardware such as the desktop and cost of internet. The cost has been estimated taking into consideration the number of weeks, number of hours and cost per hour spent during the course of this project.



Technical Feasibility: 
This assessment is based on an outline design of system requirements, to determine whether the company has the technical expertise to handle completion of the project. When writing a feasibility report, the following should be taken to consideration:

A brief description of the business to assess more possible factors which could affect the study 
· The part of the business being examined.
· The human and economic factor
· The possible solutions to the problem.

At this level, the concern is whether the proposal is both technically and legally feasible (assuming moderate cost). The technical feasibility assessment is focused on gaining an understanding of the present technical resources of the organization and their applicability to the expected needs of the proposed system. It is an evaluation of the hardware and software and how it meets the need of the proposed system. 





Operational Feasibility: 
· Operational Feasibility is the measure of how well a proposed system solves the problems, and takes advantage of the opportunities identified during scope definition and how it satisfies the requirements identified in the requirements analysis phase of the system development.
· The operational feasibility assessment focuses on the degree to which the proposed development project fits in with the existing business environment and objectives with regard to development schedule, delivery date, corporate culture and existing processes. 
· To ensure success, desired operational outcomes must be imparted during design and development. These include such design-dependent parameters as reliability, maintainability, supportability, usability, reducibility, disposability, sustainability, affordability and others. These parameters are required to be considered at the early stages of design if desired operational behaviours are to be realized.  










Designing:
1. Use Case Diagram: 
2. Class Diagram.
3. Flow chart. 
                  

      Use case diagram: Use Case Diagram: A use case diagram at its simplest is a representation of a user’s interaction with the System and depicting the specifications of use case.  It shows the interaction of the user with different cases by showing the connection between them.  A use case diagram can portray the different types of user’s system and the various ways that they interact with the system. This type of diagram is typically used in conjunction with the textual use case and will often be accompanied by other types of diagrams as well. 
Use case diagram depict:
· Actor: An actor portrays any entity that performs certain roles in system. An actor in use case diagram interacts with the use case.
· Use case: A use case is a visual representation of business functionality in a system each use case is the sequence of transaction performed by the system.

· System Boundary: A system boundary defines the scope of what a system will be. A system cannot have infinite functionality. A system boundary defines the limits of the system. 

Association: This is used to show the participation of actor in use case.



1. 
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                                                      Use case Diagram.











Class diagram: Class Diagram: The class diagram is the main building block of object-oriented modelling it is used for both conceptual modelling of the systematic of the application and for detailed modelling translating the models into programming code. It presents both objects, interactions in the application and the classes to be programmed.

In the diagram, classes are represented with boxes which contain three parts:
· The upper part is the name of the class.
· The middle part contains the attributes of the class.
· The bottom part gives the methods or operations the class can take or undertake.


[image: ]
                                               Class Diagram
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                                                         Flow Chart Diagram.





Conclusion: 
· The conclusion of this project is to secure the folder safely with the help of password protection. T
· he app starts with the registration format the user has to register themselves in this app and after that they can save their files, photos and many more documents in this.
·  Opening the files required password of alphanumeric characters which should include string numeric and special characters.
·  The app is necessary because their many threats happening in our recent times. 
· This documentation contains what is safe folder app is about. How it works, what are the terms that going to used in app. 
· It also contains use case diagram; class diagram and flow chart use case diagram are a simple diagram and it has representation of a user’s interaction with the System and depicting the specifications of use case.  
· It shows the interaction of the user with different cases by showing the connection between them.
·   A use case diagram can portray the different types of user’s system and the various ways that they interact with the system. 
· Class diagram is the main building block of object-oriented modelling it is used for both conceptual modelling of the systematic of the application and for detailed modelling translating the models into programming code. 
· It presents both objects, interactions in the application and the classes to be programmed.
·  Class diagram of this project contains user registration which requires id, name, mobile and the password. Reset pin requires mobile number and new password. 
· User login has username and pin. And then we flow chart diagram it is a diagram how the projects flow is one by one step of the project running. 
· Flow of this project is first the user should register in to this app using id, name, mobile number and pin that is password. And then they can login with their username and password. After this can secure their files in this app with password protection. 
· There are three modules in this they are Folder list, manage folder, manage photos and password protection. Folder list contains all the added folder. 
· Manage photos is it manages the photos by adding photos to the folder, deleting the photos and renaming the names of the folder. 
· Password protection is the third module it contains the authentication which is used to authenticate the personal folder. 
· These files should be kept in encrypted form so that the no one steal our data. 
· So, google is adding a new feature to secure these files by google app for android users to let users to lock and hide private files in an encrypted file.
· The documentation also has the system requirement specification. It contains aim of the project, scope of the project, system requirements used to generate app. 
· This application will really help you from stealing your data from the hackers.


image3.png
‘ Registration

Login  EEEE

Confirm User

Select File for

Securing
Hiding





image1.png
Secure Folder

Register

User

Upload

View/Download

o





image2.png
UML Class Diagram

User Register

- Username
- email
- mobile no

-pin

+ getSession()

Folder

Reset Pin

- mobile no
- new pin

+getMobileno()
+ setNewPin()

User Login

- username
-pin

-id
-name
-size
- location
- Time and Date
- Protection

+getSession()

+filesize()
+filelocation()





